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About me 



Education

• Boston University 
• Master of Science, Computer Science 

• University of Wisconsin-Madison
• Bachelor of Science, Computer Science

• Bellevue College 
• Associate of Arts and Sciences with 

Distinction, Computer Science



Software Engineer at Intel Taipei, 2021
• Cross-validation-testing Team in Wireless Connectivity Solution
• Implemented and Maintained Software Regression Automation Validation Tools
• Maintained automation Cloud-based Infrastructure Titan to monitor each RF 

shielded station.
• Created automatic scripts and wrote documentations to resolve 

configuration issues.
• Set up testing operating system by scripting languages and arranged RF 

shielded room environments.
• Intel Wireless Adapter Driver Validation

• Delivered accurate develop team.
• Differentiated issues affected by which develop teams and discussed on JIRA 

platform.
• Tested OSI Physical Layer of Wireless Adapter Driver (Bluetooth/WiFi) with 

Microwave Analyzer in WCS Lab
• Ensured daily regression delivered expected performance with each dev 

commit.
• Clarified physical issues not related daily regression results from 100+ PC 

stations located in Israel, India, Taiwan to code to driver performance.
• Researched the Transmission and Reception performance with testing flows 

in HIT Manager and Keysight equipment.



Engineering Intern at Google Taipei, Summer 2023
• RF Software Team in Pixel Mobile Wireless
• Designed Python Script for merging C++ Configuration files, inputting 

to signaling equipment.
• Implemented infrastructure tools Piper, google3, CLs for designing 

Python Script, connecting input data for Pixel RF testing equipment.
• Utilized SQL querying functions from automation framework 

imported in Spanner database to generate combo key data 
structures.

• Created 2 Technical design docs for code reference.
• Presented 5G communication topic Registration Procedure with 

recorded videos.



Social Links
• https://www.linkedin.com/in/yiyang-lin/
• https://github.com/yiyanglin0102/
• https://www.facebook.com/yiyanglin0102/
• https://yiyanglin.com/

https://www.linkedin.com/in/yiyang-lin/
https://github.com/yiyanglin0102/
https://www.facebook.com/yiyanglin0102/
https://yiyanglin.com/
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Google 
Work



Intern Project

POR Testcase Script Generate

Pixel Mobile Wireless
L1 RF Software



Outline

• Background
• Objective
• Source Code
• Code Build Process
• Testcase Generation from POR for L1 RF 

Regression Code Review 
• Trace Code

• RF Terminology
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Background
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Testcase 
Generation 
from POR 
for L1 RF 
Regression

Emulator input from POR
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Objective

• Creating script for connecting POR to 
• L1 RF Regression Tests
• By adding methods in 

rf_ca_config_generator_main.py
• Main 
• Merging L1 RF Emulation and L1 RF 

Regression Test Scripts

13



L1 RF 
Regression 
Input File 
Format
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Generated L1 RF Regression 
Input File Format

• 8A - 3A_n41A # (8A-3A, 36525-1575, 10M-20M, 2-4);(n41A, 518598, 100M, 4)
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Steps prior to generating report

Python Script

L1 RF Emulation

Generate Report

Pixel CA Combo
Database spanner
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Testcase Generation from POR for L1 RF 
Regression
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Infrastructure and Tools
• Editor

• Cider-V
• Lab go/dwf
• Get access

• gcert ssh
• Corp Normal

• Cloudtop
• Chrome Remote Desktop

• Database
• Spanner

• Blaze
• google3

• Piper
• /google3/wireless/android/pixel/modem
• /ca_combo_gen/ca_combo_gen/rf_ca_config_gen/
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Build Process

• Understand Loading Dependencies from google3
• proto/  .proto files
• Database - Spanner 

• Blaze
• Command under the directory
• /google/src/cloud/username/workspace/google3/wireless/an

droid/pixel/modem
• /ca_combo_gen/ca_combo_gen/rf_ca_config_gen

• blaze run rf_ca_config_generator_main
• BUILD File Structure
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BUILD File

• Containing the rules that Blaze uses to build that directory and its 
children into the package.

• A list of targets, their sources, and their dependencies describing 
rules.

• Similar to Makefile in Unix / Linux
• Import dependencies from Infrastructure proto, spanner … etc.
• Main entry point for Python build configuration workflow
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Trace 
Codes

● rf_ca_config_generator.py

○ main file called by 

■ rf_ca_config_generator_main

● rf_ca_config_generator_main.py

● rf_ca_config_generator_test.py
2525



rf_ca_config_generator_main.py

• Main entry point for POR generation script
• Define the schema using the Protocol 

Buffers language (.proto file) in Enum struct
• Hard-coded PixelProjectName, SkuName, 

DeviceVersion, PixelRelease information to 
input into script in self-defined structure 
proto
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rf_ca_config_generator.py

● Outputting ca_configs.h , ca_configs.cpp , {project}_{sku}.cpp files

● Implementing conversion CA Config Naming rules from 

27

go/pmw-ti-rfsw-por-gen-dd

http://goto.google.com/pmw-ti-rfsw-por-gen-dd




support_ca_configs_code_by_sku.items()
TYPE Mapping[str, RfCaConfigCode]

ca_config_code
TYPE 
<class 'google3.wireless.android.pixel.modem.ca_combo_gen.ca_combo_gen.rf_ca_config_gen.rf_ca_config_generator.
RfCaConfigCode'>

First key: 
dc_66f_2f_13_n66f_n77f_p66_pn66

First value:  TYPE <dataclasses RfCaConfigCode>

After searching in database, 
the Result is in 

c10_mmw
.
.
.
. ca_config_code.ca_config_by_variable_name

TYPE 
<class 'dict'> ca_config_code.support_ca_configs

TYPE 
<class str>

Collecting all keys

// CL: cl/547655429
std::vector<const CaConfig_t *> l10_mmw_ca_configs {

&ca_12_25f_p12, // CA_12A-25A
&ca_12_2f_30_p12, // CA_2A-12A-30A, CA_2A-2A-12A-30A

.

.

.
&ca_12_2f_7_p12, // CA_2A-2A-7A-12A, CA_2A-7A-12A
&dc_n48f_n261_pn48_pn261, // DC_n48A-n261A-n261A-n261A

};

sku
TYPE 
<class str>





support_ca_configs_code_by_sku.items()
TYPE Mapping[str, RfCaConfigCode]

ca_config_code
TYPE 
<class 'google3.wireless.android.pixel.modem.ca_combo_gen.ca_combo_gen.rf_ca_config_gen.rf_ca_config_generator.
RfCaConfigCode'>

First key: 
dc_66f_2f_13_n66f_n77f_p66_pn66

First value:  TYPE <dataclasses RfCaConfigCode>

After searching in database, 
the Result is in 

c10_mmw
.
.
.
. ca_config_code.ca_config_by_variable_name

TYPE 
<class 'dict'> ca_config_code.support_ca_configs

TYPE 
<class str>

Collecting all values // CL: cl/547655429
std::vector<const CaConfig_t *> l10_mmw_ca_configs {

&ca_12_25f_p12, // CA_12A-25A
&ca_12_2f_30_p12, // CA_2A-12A-30A, CA_2A-2A-12A-30A

.

.

.
&ca_12_2f_7_p12, // CA_2A-2A-7A-12A, CA_2A-7A-12A
&dc_n48f_n261_pn48_pn261, // DC_n48A-n261A-n261A-n261A

};

sku
TYPE 
<class str>



Proprietary + Confidential

● go/fileutil

● go/copy-tools
● fileutil cp is a command-line tool for copying a few files from place A to place B. It 

behaves like the UNIX cp command with the Google infrastructure and allows you to copy 
between corp and production, in both directions. For example, use fileutil cp to copy 
data out of Colossus to your local disk.

● fileutil cp <local file> <cns address>

● eg.

fileutil cp /cns/ed-d/home/username/ttl=120d/rf_ca_configs/20230713061533/m23/* ./local_dir

Data will be persisted to CNS, to a shared directory for all tasks.
time-to-live (TTL) value. In this case, the TTL is 120 days. 
TTL is measured against the file or directory mtime (last modified time). When the TTL is 
exceeded, the file (or directory) is irrevocably deleted.

The local directory in gLinux/cloudtop
Copy files and directories from one location to another

fileutil

https://goto.google.com/fileutil
https://goto.google.com/copy-tools
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Colossus
• go/colossus-overview
• /cns/ed-d/

• Providing a durable (but not permanent, because clusters turn down) 
repository for large amounts of unstructured data, such as videos.

• Providing temporary storage of data in large workflow systems, for example 
log files.

https://goto.google.com/colossus-overview
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Database 
Spanner

Source:  Lorem ipsum dolor sit amet, consectetur adipiscing elit. Duis non erat sem

● Google’s globally distributed database
● go/spanner-codelab-python

https://goto.google.com/spanner-codelab-python
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RF Terminology

• L1 RF Emulation

• Responsible for the physical 
transmission and reception of 
wireless signals, including the 
modulation, demodulation, 
encoding, decoding, and channel 
coding processes.
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RF Terminology

POR

• Plan On Record

• RF design to ensure the proper and reliable 
operation of RF devices and systems upon power-up

• monitor the power supply voltage and generate a 
reset signal to initiate the proper startup sequence

• POR referring to a set of default values or 
configurations that can be used when specific 
parameters such as LTE bandwidth, EARFCN (E-UTRA 
Absolute Radio Frequency Channel Number), and 
NR-ARFCN (New Radio Absolute Radio Frequency 
Channel Number) are not specified. The reference to 
"36.101" and "38.104" suggests that these 
documents could provide additional details or 
guidelines for the default values.
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RF Terminology

• E-ARFCN

• E-UTRA Absolute Radio Frequency Channel 
Number

• a parameter used in Long-Term Evolution 
(LTE) networks

• Downlink EARFCN

• Uplink EARFCN
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RF Terminology
• 3GPP

•  36.101 and 38.104

• Provide guidance and specifications that help ensure the proper design, 
deployment, and operation of RF communication systems within these cellular 
networks.

• Refer to specific technical specifications or standards used in the context of 
cellular networks, particularly for (3rd Generation Partnership Project) systems 
like LTE (Long-Term Evolution) and 5G (fifth generation) networks.

• 3GPP is a collaboration between telecommunications standards organizations 
that develops global standards for mobile communications technologies, 
including GSM (Global System for Mobile Communications), 3G (Third 
Generation), and 4G (Fourth Generation) LTE (Long-Term Evolution) networks. 
Each release of the 3GPP specifications represents a significant milestone in 
the evolution of mobile communication technologies.
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RF Terminology

• 36.101

• Provides details about the User Equipment (UE) radio 
transmission and reception characteristics for LTE networks. It 
covers topics such as radio frequency bands, channel 
bandwidths, power control, modulation schemes, coding 
schemes, and radio performance requirements.

• 38.104

• Focuses on the radio transmission and reception aspects of 5G 
NR (New Radio) networks. It provides detailed information 
about the physical layer procedures and protocols, including 
radio resource management, channel coding, modulation, and 
multiplexing techniques.

• Covers topics such as carrier frequency ranges, channel 
bandwidths, multiple access schemes, link adaptation, 
beamforming, and performance requirements for 5G NR 
systems. It serves as a key reference for implementing 5G 
networks and ensuring consistent and reliable RF 
communication between 5G devices and base stations.
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RF Terminology
• L1 RF Emulation

• Responsible for the physical transmission and 
reception of wireless signals, including the 
modulation, demodulation, encoding, decoding, and 
channel coding processes.
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RF Terminology

• ARFCN

• used in 2G networks

• E-ARFCN

• used in 4G and 5G network

• The purpose of both parameters is to provide a standardized 
representation for radio frequency channels, allowing devices to tune into 
the correct frequency for communication.

It's important to note that the specific frequency associated with an ARFCN or E-
ARFCN value depends on the cellular band being used, as different frequency 
bands are allocated for different regions and network deployments.
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RF Terminology

• SKU (Stock Keeping Unit)      

• Rest of World (ROW)

• mmW (millimeter wave)

• UL (Uplink)

• MIMO (Multiple-Input Multiple-Output)

• SKU (Stock Keeping Unit)
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RF Terminology
• US mmW SKU

• Refers to a Stock Keeping Unit specifically tailored 
for the United States (US) market that utilizes mmW 
(millimeter wave) frequencies. Millimeter waves are 
high-frequency radio waves that offer significant 
bandwidth for faster data transmission. This SKU is 
optimized for the mmW frequency range and is 
typically used for high-speed, short-range wireless 
communication applications.
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RF 
Terminology

• NA sub6 SKU

• Stands for North America (NA) sub6 Stock Keeping Unit. "sub6" 
refers to frequencies below 6 GHz, which includes the traditional 
cellular frequency bands. This SKU is designed for wireless 
communication systems operating within the sub6 GHz range, 
which is commonly used for wider coverage and longer-range 
communications compared to mmW frequencies. It is typically 
used in applications such as cellular networks, Wi-Fi, and other 
wireless technologies.
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RF Terminology

• ROW sub6 SKU

• Represents the Rest of World (ROW) 
sub6 Stock Keeping Unit. Similar to 
the NA sub6 SKU, it is optimized for 
frequencies below 6 GHz and is 
designed for wireless communication 
systems deployed in regions outside 
of North America. It is tailored to the 
specific requirements and regulations 
of various countries and regions 
around the world.
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RF Terminology

• SKU (Stock Keeping Unit)      

• Rest of World (ROW)

• mmW (millimeter wave)

• UL (Uplink)

• MIMO (Multiple-Input Multiple-Output)

• SKU (Stock Keeping Unit)
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Google Life



Onboarding



Work with Beer



Study with ChatGPT











Team Build &
Conversation with Managers



2023 GCN Interns
 Escape Room Activity



Google Serve – Volunteering Opportunities









TGIF
• Thursday Googler Information Forum

• Company-wide meeting 







Thank you


